Taller Teórico

Nombre: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1. La interfaz gráfica con la cual interactúa el usuario en la mayoría de equipos se denomina sistema operativo. ¿Verdadero o Falso?
2. La autorización es un proceso que valida la identidad del usuario para permitir el acceso al sistema operativo. ¿Verdadero o falso?
3. La autenticación digital es un pasaporte digital que identifica y verifica al titular del certificado. ¿Verdadero o falso?
4. Los clientes FTP y los servidores cifran todos los datos transmitidos. ¿Verdadero o falso?
5. Es aceptable utilizar programas peer-to-peer para descargar archivos siempre y cuando estos archivos sean de dominio público y su sistema esté protegido por un programa antivirus. ¿Verdadero o falso?
6. Un LDAP se utiliza para almacenar información no relacionada con la autenticación. ¿Verdadero o falso?
7. ¿Cuál de los siguientes no es un método de autenticación válido?
   1. Lightweight Directory Access Protocol
   2. NLM
   3. Kerberos
   4. RADIUS
8. ¿Cuál de los siguientes es un código malicioso?
   1. bug
   2. patch
   3. service pack
   4. time bomb
9. ¿Por qué es importante proteger el sistema operativo?
10. ¿Cuál es la diferencia entre autenticación y autorización? Proporcione un ejemplo.